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The Army Cloud Computing Center has been procured from the Army
Information System Project Phase 2 of the fiscal year 2016 to support the development
and installation of the system according to the Army Information System Project Phase
2 and Migration and transfer of some work systems and data from the Army Information
System Project, Phase 1 Since the start of the project, Phase 2 in 2016, the demand for
the Army Cloud Computing Center Increasingly, both from the Department of Staff of
the Army, which is the owner of the system and various units of the Army, especially
when the Army. Emphasis is placed on information security and cybersecurity.
Researchers believe that in order to provide effective support for information,
communication and digital technology to the Army, it is necessary to develop a cloud
computing center. Watching the Army to effectively support the Army's information work
in the future as well as prepare for the digital army.

The objective of this research is to study the approach to develop a cloud-
computing center. Army computing for the digital army, including to study the state,
problems, facts of the Army cloud computing centers in use today, as well as theories
related to cloud computing centers. Army Computing

The research method used by the researcher was qualitative research,

documentary research and in-depth interviews using primary data, which is the data



obtained from observations. and in-depth interviews with the target group, including
experts and people who are important to the Army Cloud Computing Center, including
using secondary data (Secondary data) obtained from academic documents Theoretical
concepts related to cloud computing centers. a review of the relevant literature The
researcher has gathered the above data for analysis in order to obtain the information
according to the objectives of the given research.

The results of the research show that for the Army to have a cloud
computing center that can effectively support information tasks in preparation for the
digital army, it will require both structural developments. Fundamentals, database
management and cybersecurity ¢o hand in hand with the Telecommunications and
Information Technology Center. The Department of Communications, which is the main
unit of the Army in information operations, the Army must prepare to develop its
personnel capabilities to keep up with the rapidly changing technology in the future, as

well as to receive cooperation from the Department. Chief of Staff of the Army as well



